
Intello Guest Wi-Fi Management Solution

  

Cloud management portal for
hotels and multi-dwelling units  

 

  
Easily manage secure, private tenant WIFI.
Simple user onboarding: deploy private WPA2 keys by
SMS/email without requiring details about tenant devices.

Onboard guests by codes, PMS and social
media. Collect email or social media data

  

We help you provide a consistent and reliable
Wi-Fi experience for your guests

intello.com



Our quality, feature-rich portal helps you manage
your guest Wi-Fi solution effortlessly

sales@intello.com CANADA : 1-888-404-6261

Managing your guest Wi-Fi solution is no simple task, unless 
you have the right tool. 
The Intello Cloud Portal is a feature-rich solution allowing you to make the most of your guest 
HSIA solution. We help you provide a consistently great Wi-Fi experience. 

Includes:
 • Onboarding via access codes, email, social media, credit card, PMS*
    and private PSK**
 • User bandwidth control
 • Customizable multilingual captive portal
 • Multi-site and multi-tenant monitoring dashboard
 • Network health*
 • Intello call center ticket statistics 

Advanced features available when deployed with
these gateways:
 • i-Hotel: Intello Personal Area Networks (PAN), PMS interfaces,
    conference tool, networking status monitoring, user speed limits, user
    & WAN bandwidth usage reporting, network classification, firewall,
    enhanced remote network management by Intello support team,
    advanced MDU features
 • Nomadix: PAN (coming soon), bandwidth control, user bandwidth
    usage reporting

* Available on i-Hotel gateways. ** Available with compatible WIFI equipment only.

Compatible with the following access point brands with a 
standard firewall (without a hospitality gateway):
 • Aruba
 • Meraki
 • Ruckus Wireless / Commscope (coming soon)

Advanced Multi-Dwelling Unit (MDU) features when 
deployed with i-Hotel gateway and Ruckus Wi-Fi network:
 • Easy tenant account management for building managers
 • Simplified tenant onboarding for wireless devices including
    wireless printers, casting devices, game consoles, IoT devices
    etc. No portal or whitelisting required.
 • Enhanced wireless security with unique tenant Wi-Fi passwords
    delivered via SMS and email
 • Tenant self-serve portal to manage their Wi-Fi password
 • Private network per tenant using Intello PAN
 • Enhanced wireless security with unique tenant Wi-Fi password
 • Supports private MAC addresses transparently
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